INFORMATION SECURITY POLICY

Peki.ai adopts the following basic principles in order to ensure the security, confidentiality, integrity
and accessibility of information assets:

1- Risk Management and Limitation:

We adopt an effective risk management approach to minimise the risks of loss, corruption or misuse
of information assets.

2- Protection of Information Assets:

We take appropriate security measures to protect information assets against all threats, both
internal and external.

We raise awareness of our employees on information security by organising information security
trainings and awareness programmes.

3- Legal and Regulatory Compliance:
We fully fulfil legal and regulatory requirements.

We take the necessary steps to meet the obligations arising from agreements and protect customer
trust.

4- Compliance with I1SO 27001 Standard:

We establish and maintain our Information Security Management System in accordance with the
requirements of the 1ISO 27001:2022 standard.

We periodically carry out internal and external audits to continuously improve our system.

5- Commitment to Continuous Improvement:

We continuously review and update our information security policy and take necessary corrective
and preventive actions to ensure compliance.

We constantly update our security measures by closely following technological developments.

This policy reflects our company's commitments in the field of information security and all our
employees and stakeholders are expected to comply with these principles.

Our information security policy provides a basic framework for enhancing the security of our
organisation and effectively protecting information assets.

CONFIDENTIALITY POLICY
1- Collection of Personal Information

Your personal information includes information such as first name, surname, e-mail address that we
receive directly from you when you visit our websites, view our online content or use our mobile
applications and services and that we obtain about you using other sources.



Cookies and Other Technologies

We may use cookies and other technologies to receive information when you visit our websites, view
our online content or use our mobile applications and services. With these technologies, information
about your device's browser and operating system, IP address, and the links you click are accessed.

Information Collected Through Mobile Applications

When you download our mobile applications to your mobile device, we may collect information such
as information about your device's operating system. We also collect information automatically
through our applications.

2- Protection of Personal Information

Peki.ai respects your right to privacy in the online world and takes care to keep your personal
information private and secure.

Disclosure to Third Parties

We may apply to third party service providers to carry out commercial activity on behalf of our
company. In doing so, we may need to share your personal information with these service providers.
Only your personal information required for the realisation of the service we request can be provided
to our service providers. Peki.ai requests third party service providers to protect this information and
not to use it for other purposes.

3- Use of Personal Information

The personal information we collect allows us to keep you informed about Peki.ai's product
announcements, software updates and upcoming events.

We may use your personal information, including your date of birth, to confirm your identity, help
authenticate users, and identify appropriate services. From time to time, we may use your personal
information to send important notices, such as communications about purchases and changes to
terms, conditions and policies. You may not opt-out of receiving such communications as this
information is important to your interaction with Peki.ai. If you participate in a sweepstakes, contest
or similar promotion, we may use the information you provide to administer such programmes. We
may also use it to administer, support and provide feedback on our level of service, to prevent
security breaches, violations of law and breaches of our contractual terms.

4- Retention of Personal Information

Peki.ai does not share your personal information with third parties in any way other than
court/prosecution orders issued in accordance with the law and the express written consent of the
person. Peki.ai may provide your personal information to governmental and judicial authorities due
to the requirements of any applicable law; to respond to any legal request or action; or to protect the
rights of Peki.ai or its customers and the public. Our use of personal information will be governed by
the Privacy Policy, which forms part of this Agreement.

5- Retention Period of Personal Information

Peki.ai retains your personal information for the period necessary to achieve the purposes set out in
this Privacy Policy, unless a longer retention period is required or permitted by law.



6- Peki.ai Privacy Statement

Peki.ai may update its Privacy Policy from time to time. When we make a substantive change to the
policies, a notice will be posted on our website with the updated Privacy Policy.

7- Privacy Questions

If you have any questions or concerns regarding Peki.ai's Privacy Policy or data processing, or if you
would like to lodge a complaint regarding a possible violation of local privacy laws, please contact us
and we will be happy to assist you with any additional questions. You can reach Peki.ai at
info@oxyai.com.



